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**목차**

**1. 문제점**

스마트폰의 기능이 점점 다양해지고 사람들에게는 없어 서는 안 될 물건이 되었다. 그로 인해 점점 스마트폰의 가격이 올라가고 있고 그만큼 도난 사례도 쉽게 접할 수 있다. 특히 도난범들은 훔친 스마트폰들을 초기화하여 다른 사람에게 판매를 하는 방식으로 돈을 벌어들인다. 이 현상을 해결하기 위해 우리 조는 다른 사용자에게 스마트폰을 판매하기 전 꼭 거치는 공장초기화에 초점을 맞추어 해결 방법을 찾았다

**2. 사용센서**

1. 지문인식 센서: 최신 스마트폰들의 대표적인 보안 방식이다. 특히 최신 스마트폰들은 화면 아래에 있는 초음파 센서로 지문인식을 하는 정전용량식의 지문 인식을 사용한다. 하지만 공장초기화에는 대부분 물리적 버튼의 조합을 이용하여 진행한다. 이 점에 착안하여 지문인식이 처음 대중화되었던 광학식 지문인식 방식을 사용한다. 초기화할 때 사용하는 물리 버튼 중 한 가지에 지문 인식 센서를 달아 사용자 인증 후 초기화가 진행이 되도록 한다.
2. 얼굴인식 센서(ToF, SL): 3D 카메라를 이용하여 사용자 얼굴에 대한 정보를 데이터화하여 저장해 두고 인증 시 기존 데이터와 비교하는 방식이다. 지문인식과 함께 최신 스마트폰들의 대표적인 인증 방식이다.
3. GPS: 범지구 위치 결정시스템으로 기기의 위치정보를 확인한다. 기기의 위치를 가장 정확하게 특정 지을 수 있는, 사실상 현대의 유일무이한 위치 결정 시스템이다.

**3. 서비스 내용 및 상황에 따른 해결법**

도난당한 휴대폰을 강제 초기화, 즉 물리적인 버튼을 이용한 초기화를 시도할 시 물리버튼에 장착된 지문인식 센서와 전면 카메라의 안면 인식 센서를 이용하여 기존 사용자와 동일 인물인지 판단한다. 기존 사용자와 다른 인물이 초기화를 시도하는 것이 확인되면 지문정보, 위치정보, 초기화를 시도한 사람의 사진을 사전에 설정한 이메일과 비상 연락망으로 전송한다. 그 후 초기화는 진행이 되지 않도록 막는다.

* 정보 전송을 위한 데이터 이용 불가 상황: 정보 전송이 가능할 때 바로 정보 전송이 가능하도록 예약을 걸어 놓는다.
* 지문인식 센서 추가 불능: 물리버튼의 조합식 이후에 추가적인 인증을 진행한다. 하지만 물리버튼에 센서를 추가하는 방식에 비해 보안성이 떨어진다. 그 이유는 공장초기화는 물리버튼의 조합식으로 특정 모드에 들어가서 소프트웨어로 초기화를 하는 방식인데 그 모드를 해킹하게 된다면 충분히 초기화가 가능하다는 부분 때문이다. 하지만 물리버튼에 센서 추가 방식은 초기화 조합식 자체에 인증을 추가하는 방식으로 더 안전하다.

**4. 기대효과**

1. 안전성: 스마트폰의 도난 시 기존보다 찾을 수 있을 확률이 높다. 특히 전송된 지문정보와 위치정보, 사진으로 도난범을 특정하여 찾기 쉽다.
2. 도난방지성: 초기화가 불가능해짐으로 인해 초기화 후 판매가 힘들어지니 도난 자체를 방지할 수 있다.